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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc68061710][bookmark: _Toc20204613][bookmark: _Toc27895319][bookmark: _Toc36192422][bookmark: _Toc45193525][bookmark: _Toc47593157][bookmark: _Toc51835244][bookmark: _Toc68062478][bookmark: _Toc20204617][bookmark: _Toc27895323][bookmark: _Toc36192426][bookmark: _Toc45193529][bookmark: _Toc47593161][bookmark: _Toc51835248][bookmark: _Toc68062482][bookmark: _Toc20204672][bookmark: _Toc27895386][bookmark: _Toc36192489][bookmark: _Toc45193591][bookmark: _Toc47593223][bookmark: _Toc51835310][bookmark: _Toc59101136][bookmark: _Toc27846729][bookmark: _Toc36187860][bookmark: _Toc45183764][bookmark: _Toc47342606][bookmark: _Toc51769307][bookmark: _Toc59095659]4.2.11.3	Configuration for Early Admission Control (EAC) update procedure
The configuration for Early Admission Control (EAC) update procedure indicates to the AMF the activation or the deactivation of the EAC mode for the S-NSSAI subject to NSAC. EAC mode means that the AMF is required to perform the number of UEs per network slice availability check and update procedure before the S-NSSAI subject to NSAC is included in the Allowed NSSAI and sent to the UE.
Editor's note:	It is FFS if an O&M procedure can be used to configure EAC procedure as opposed to the SUBSCRIBE/NOTIFY method.


Figure 4.2.11.3-1: Early Admission Control (EAC) update procedure
1)	The number of UEs registered with a network slice subject to NSAC crosses a certain operator defined threshold. The NSACF determines whether to activate or deactivate the EAC mode.
2)	The NSACF triggers Nnsacf_NumberOfUEsPerSliceEACNotify operation including the S-NSSAI for which the EAC mode is to be activated or deactivated and a EAC flag set to activated if the number of UEs registered with the network slice is above certain threshold or set to deactivated if the number of the UEs registered with the network slice is below certain threshold. The NSACF, if not already aware, discovers the AMF(s) (via the NRF) that support the S-NSSAI for which the EAC mode is to be activated or deactivated and notify only the discovered AMF(s).
Editor's note:	It is FFS how to trigger the notification without subscription. Also how to determine which AMF is to be notified need be clarified.
3)	The AMF uses the EAC flag to decide when to trigger the number of UEs per network slice availability check and update procedure so that delays to the registration procedure and impact to the already allowed network slices are avoided.
If the EAC flag indicates EAC mode activated, the AMF triggers the number of UEs per network slice availability check and update procedure before the Registration Accept step of the registration procedure or before the UE Configuration Update message as in EAC activated mode the NSACF is to check whether the maximum number of UEs per network slice is reached which may impact the allowed S-NSSAI(s) confirmed by the Registration Accept message and the UE Configuration Update message.
If the EAC flag indicates EAC mode deactivated, the AMF triggers the number of UEs per network slice availability check and update procedure after Registration Accept step of the registration procedure or after the UE Configuration Update message as in EAC deactivated mode the NSACF does not check whether the maximum number of UEs per network slice is reached, i.e. no impact is expected to the allowed S-NSSAI(s) confirmed by the Registration Accept message and the UE Configuration Update message.
* * * * Next change * * * *
5.2.7	NRF Services
[bookmark: _Toc20204614][bookmark: _Toc27895320][bookmark: _Toc36192423][bookmark: _Toc45193526][bookmark: _Toc47593158][bookmark: _Toc51835245][bookmark: _Toc68062479]5.2.7.1	General
The following table shows the NRF Services and Service Operations:
Table 5.2.7.1-1: NF services provided by the NRF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnrf_NFManagement
	NFRegister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF, NWDAF, P-CSCF, HSS, UDR, SCP, 5G DDNMF, DCCF, NSACF, MB-SMF, AF (NOTE 2)

	
	NFUpdate
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF, NWDAF, P-CSCF, HSS, UDR, SCP, 5G DDNMF, DCCF, NSACF, MB-SMF

	
	NFDeregister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF, NWDAF, P-CSCF, HSS, UDR, SCP, 5G DDNMF, DCCF, NSACF, MB-SMF

	
	NFStatusSubscribe
	Subscribe/Notify
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NRF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM

	
	NFStatusNotify
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM

	
	NFStatusUnSubscribe
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NRF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM

	Nnrf_NFDiscovery
	Request
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF, NRF, NWDAF, I-CSCF, S-CSCF, IMS-AS, SCP, UDM, AF (NOTE 2), DCCF, MBSF, 5G DDNMF, NSACF

	Nnrf_AccessToken
	Get
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, UDM, NWDAF, I-CSCF, S-CSCF, IMS-AS, HSS



NOTE 1:	HSS_IMS services are defined in TS 23.228 [55].
NOTE 2:	The AF is a trusted AF by an operator.


* * * * End of changes * * * *
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